CONNECTED ACCESS MANAGEMENT:

CLIQ® Web
Manager and
braXos
integration

Seamless integration between CLIQ Web Manager (CWM) and
the braXos platform helps businesses enhance the security and

functionality of their access management system.

Now part of the braXos connector library, the CLIQ Connector
provides a secure bi-directional link between CWM and almost
100 different access control systems.
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Unlock the future
of access control

The partnership between braXos and ASSA
ABLOQY brings a groundbreaking integration
between the braXos platform and CLIQ
digital locking systems.

This collaboration unlocks the potential for
CLIQ to seamlessly connect with nearly 100
access management systems, alongside HR
platforms and building management tools.

By bridging these diverse systems,

braXos extends the functionality of CLIQ
far beyond traditional locking solutions,
enabling businesses to manage access
rights, streamline workflows, and enhance
security with unparalleled ease.

How the integration works

1. Usersenteredintothe accesscontrolsystem 4. Accesslevelscanbeadded, modified and deleted
(ACS) are sychronised to the CLIQ database
5. CLIQaccesseventscanbeinsertedintothe ACS
2. Userscanbeadded, modified and deleted audit trail (ACS-dependent) and/orstoredina
customer’'s data warehouse (SQL DB, etc.)
3. AccesstoCLIQlocks can be assignedviathe
ACS using pre-defined access levels
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Take more control with
CLIQ Web Manager and
braXos

By connecting CWM with braXos, many more
organizations of all sizes and types can enjoy the
benefits of programmable key-based access
management at almost any opening.

Using the CLIQ Connector, access and security
administrators can handle daily user management tasks
directly in their familiar access control system interface
—adding and removing users, as well as assigning
existing users with new or revised access profiles.

Theintegration also makes it possible to see individual
audit trails within braXos and/or the organization'’s
access control system interface.

Thisinnovative integration supports almost100
differentaccess control systems from leading global

and regional manufacturers.

Connecting human resources solutions streamlines the

onboarding process, eliminating manual data entry and
reducing errors.
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Key benefits of the integration

Work smarter, save time: Manage permissions
across arange of complementary building
systems and openings from one place

Monitoraccessinrealtime: Collect audit trails
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for contractors or visitors and investigate
incidents without delay

Extend the reach of security: Choose from over
60 CLIQ wire-free cylinder types for doors,
cabinets, gates and more

Simplify credential handling: Easily integrate
battery-powered keys with otherdigitaland
mobile credentials, reducing manual entry
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Choose convenient ITinfrastructure: CLIQ
Connectoris verified for both SaaSand in-
house access management

Increase the ROI of digitalization: Make
€ building management anintegral, innovative
L\ part of your organization’s digital future

Why RPA tools matter for access control

In today’s dynamic security landscape, RPA (Robotic Process Automation)
tools like braXos are critical forintegrating diverse systems. These tools
eliminate the need for custom coding, enabling businesses to fully utilise API
capabilities. With support from major tech players, RPA technology ensures:

Scalability: Seamlessly integrating new systems as businesses grow
Cost-effectiveness: Reducing the need for development resources
Increased efficiency: Automating repetitive tasks to free up valuable time
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Abloy Oy develops industry-leading
security solutions that protect
people, property and business.
Abloy is part of the ASSA ABLOY
Group, the global leaderin access

BRAXOS

Founded in 2013, braXos Security Software
is dedicated to delivering integrated,
holistic security solutions to enterprises

of all sizes. With deployments across five
continents, braXos offers acomprehensive
library of over100 connectors, enabling
seamless software-based integrations
across various industries, including
biotech, commercial and residential real
estate, education, financial services,
hospitality, and technology.

braXos specialises in connecting
enterprise applications to security systems
and building components, enhancing
overall organisational security and
efficiency.

By leveraging their extensive connector
library, braXos enables organisations

to build customised integrations that
enhance security, streamline operations,
and provide a seamless experience for
employees, tenants, and visitors.

ABLOY offers security and locking Abloy UK
innovations dedicated to creating Portobello Works
more trustin the world. Combining ~ School Street
digital and mechanical expertise, Willenhall
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Tel. 01902 364500
info@abloy.co.uk
abloy.co.uk

solutions. Every day, we help
billions of people experience
amore open world.
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Over 100 additional
connectors available
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INNOVATE-INTEGRATE-INSPIRE

Abloy maintains Product Security Center at www.abloy.com/securitycenter. We recommend that
You check the Center on a regular basis in order to be fully informed of product security updates, so
that your knowledge of our products remains optimal.
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Itis the customer’s responsibility to define the required level of security, whilst taking into DNV
consideration relevant factors for its operations. To achieve the overall level of security required in 150.5001- 150 14001
the customer’s operations multiple layers of security must be in place. These include for example 150 45001 - 1S0 50001
locking system, key management system, access management, CCTTV and alarm system as well 1S0/IEC 27001

as physical security in a manner and level specified by the customer.

This content is protected by Intellectual Property Rights Laws. The title to the content shall not
pass to you, and instead shall remain with Abloy Oy or a third party holding the title. Abloy develops
continuously the products and solutions offered. Therefore, the information contained in the
document is subject to change without notice. ABLOY PROVIDES THIS CONTENT ON AN “AS IS”
BASIS WITHOUT ANY WARRANTIES OF ANY KIND EXPRESS, IMPLIED, OR STATUTORY.”
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